ПФР предупреждает пенсионеров: Информация, размещенная на банковской карте, является конфиденциальной!
Знать ее должен только владелец карты.
К сожалению, тема мошенничества не теряет своей актуальности.
Недавно аферисты, промышляющие кражами денег с банковских счетов, придумали очередную мошенническую схему.
Они связываются с пенсионерами, владельцами пластиковых карт, представляются сотрудниками финансовой организации, уверенно имитируя манеру общения банковской службы поддержки, и выманивают у ничего не подозревающих пожилых людей конфиденциальную информацию. А дальше — дело техники: деньги с банковских счетов граждан перетекают на счета злоумышленников
Злоумышленники могут сообщить, что по счету вашей карты, вероятно, проведены сомнительные операции. И тут же «любезно» предложить либо посетить ближайшее отделение банка, либо для экономии времени отправить СМС на номер 900 (служебный номер Сбербанка), якобы для подтверждения, что это вы и ваш телефон и счет не используется в махинациях третьих лиц.
После того, как владелец банковской карты отправляет СМС-сообщение, с его счета списываются деньги. Трюк в том, что мошенники используют специальный веб-интерфейс для подмены реального телефонного номера на любой другой (в данном случае — номер службы поддержки банка).
